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Advanced Forefront TMG debugging
Abstract

This article will show you how to collect advanced Forefront TMG information for
documentation and debugging purposes with the TMG Data package and advanced
Forefront TMG logging.

Let's begin

Microsoft Forefront TMG creates a large amount of logging data for the Web proxy
and Firewall service by default into a local Microsoft SQL 2008 SP1 Server Express
instance. These log files should help Firewall Administrators to see what happens at
the Firewall to enforce the allowed or disallowed Firewall policy rules and to see the
reason why some legitimate traffic is not allowed or vice versa. For general
information about the health of the Forefront TMG Server you can use the Forefront
TMG dashboard and the Windows event logs.

For some more advanced logging you can use the built in Diagnostic logging in
Forefront TMG which collects some more helpful information. If these information are
not enough you can use some more advanced tools which are all part of the well-
known Microsoft Forefront Best Practices Analyser tool.

The TMG BPA comes with these (and some more tools):
TMG Data packager

Isainfo

ISAtrace

TMGBPApack

In this article | will give you a high level overview about these tools and how to use
them but first let us start with the built in Diagnostic Logging in Forefront TMG.

Diagnostic logging
You can start the Forefront TMG Diagnostic logging feature in the Troubleshooting

node in the Forefront TMG Management console as shown in the following
screenshot.
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Use the diagnostic logging filter to view the events for a selected server.

Filter Criteria

Message contains: I

Context contains: I

Server:

Apply Filter Show All

/ Tasks -

Diagnostic Logging Tasks
O Enable Diagnostic Logging
X Delete Diagnostic Log

—=

Figure 1: Forefront TMG Diagnostic Logging

Click Enable Diagnostic Logging to start the collection process
Forefront TMG starts now collecting running information from the TMG Server. After
you decided that the collection process has collect enough data, you must disable
the Diagnostic Logging to display the collected information.
As shown in the next screenshot, the Diagnostic logging process collected some
more information which might be helpful for you to find the cause of a problem with

Forefront TMG.

¥ Forefront TMG

File Action View Help

o =1

B IR RS

= Microsoft Forefront Threat Managemet

=1 @ Forefront TMG (TMG-EN)
] Dashboard
=] Monitoring
\# Firewall Policy
Web Access Policy
i) E-Mail Policy

‘._;"F Intrusion Prevention System

.} Remote Access Policy (VPN)

=h= Networking

EE System

‘j Logs & Reports
&5 Update Center
i Troubleshooting

|
Figure 2: Analyze Forefront TMG Diagnostic Logging
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Use the diagnostic logging filter to view the events for a selected server.

Filter Criteria

Message contains: I

Diagnostic Logging Tasks
O Enable Diagnostic Logging
X Delete Diagnostic Log

Context contains: I
Server: TMGEN b
Apply Filter Show Al |
—=
Currently showing: server =[TMG-EN]
for & Web request. ;I
2 24.09.2011 09:22:52 0a080c22 0a080c23 Web Proxy Forefront TMG is forwarding the request to the

target host server for the

path ,1\«'waindowsupdabefredirfmuvflwuredir.mb_ i

1109240722,

3 24,09,201109:22:52 0a080c22 0a0280c23 Web Proxy The connected dient was not authenticated.
Only policy rules that apply to all users, induding
anonymous users, can be evaluated for this
request. If rule evaluation cannot be completed
without user authentication, Forefront TMG will
return a response with HTTP error 401
(Unauthorized) or 407 (Proxy Authentication
Required), allowing the dient to submit the
request again with user credentials.

4 24.09.2011 09:22:52 0a080c22 0a080c23 Web Proxy Forefront TMG is performing DNS name resolutior

for the host name download. microsoft.com.

5 24,09,201109:22:52 0a080c22 0a0280c23 Web Proxy Forefront TMG failed to perform DNS name

resolution and will attempt to continue with the

<l

Forefront TMG Data Packager

available information, Error: No such host i? |L|
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If the built in Diagnostic logging of Forefront TMG isn’t enough, you can use the
Forefront TMG Data Packager which is part of the Forefront TMG Best Practices
Analyzer. You will find the TMG Data Packager in the installation directory of the
TMG BPA. Select the information you want to collect. We are starting with collecting
static information. | will give you some information about the repro mode later in this

article when we will use the TMGBPAPack.

“ Microsoft Forefront TMG TMG Data Packager
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Packager Help
[] Abaut the Farefront TMG Choose a data collection scenario from the following list:
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Scenario description:
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Farefront TMG Performance Monitor snapshet, and recent Forefront TMG Log records.

[

&3 Mext [&Jl Load custom configuration

Figure 3: Forefront TMG Data Packager
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It is possible to customize which information the TMG Data Packager should collect.
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Select the options below to specify the data that you would like the TMG Data Packager tool to collect.
Scenario: Cusiom

T TMG BPA [¥ Perform free disk space check

[~ I1SAlnfo [~ MSDE Emor Logs

[T Eventlogs [T Performance Monitor snapshot

[~ Collect GAPA Activity logs

[T Activate repro mode for section below:

T Metwork traces I 100 Buffer capture size [MB]
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[~ Oakley logs

I~ MetLogon logging

[~ Collect Netstat output

Package storage folder: IC:\Users\admin\stmtor.DOMﬁIN\Desktop
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Figure 4: Forefront TMG Data Packager — Specify information to collect

Start Data collection. It could take some times until the TMG Data Packager has
collected all information.
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Figure 5: Forefront TMG Data Packager — Collecting data

After the collection process has been finished you will find a .cab file with all collected
information in the directory you specified earlier. You can now use this .cab file to
archive the information or to send it to Microsoft Product Support service or if you
want to analyze the collected information you have to use a tool which extracts the
information of the .cab file.
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Figure 6: Forefront TMG Data package

As shown in the following screenshot you can see the extracted cab file. | will give
you some examples about the content of the cab file in the following screenshots.
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Figure 7: Content of Forefront TMG Data Packager

The TMG Data Packager collects information about the Forefront TMG Change
tracking feature which contains all information which Administrator changed the
Forefront TMG configuration.

:\temp\ChangeTracking \ChangeTrackingTab.htm - Windows Internet Explorer

|g C:\temp'\ChangeTracking‘ChangeTrackingTab. htm j 20| % I Bing P

e

j:g Favorites ‘ {.‘g, € | Suggested Sites = @ | Web Slice Gallery =

3 - B - [ o= - Page~ Safety~ Took - (@~

@ C:\temp'\ChangeTracking\ChangeTrackingTab. him | |

User name contains: I

Entry contains: I
Apply Fier | Show All |
| Time | User | Change Summary Description
Samstag, 27. August 2011 user: DOMAIM\administrator Policy Rule [ALL] added
16:16:12 computer: TMG-EN Malware Inspection Properties [MalwarelnspectionProperties] added
Samstag, 27. August 2011 user: DOMAIM\administrator Web Chaining Rule [Default rule] modified
16:15:43 computer: TMG-EN
Dienstag, 2. August 2011 user: DOMAIMN\administrator Array [TMG-EN] madified Getting Started Wizard
12;22:54 computer: TMG-EN URL Filtering Settings [UrlFilteringSettings] modified
Dienstag, 2. August 2011 user: DOMAIM\administrator System Policy Rule [Allow DHCP replies from DHCP servers to Forefront TMG] modified Getting Started Wizard
12:22:24 computer: TMG-EN
Dienstag, 2. August 2011 user: DOMAIM\administrator Server [TMG-EN] modified C:\Windows'system32\MsiExec. exe -Embedding
12:15:05 computer: TMG-EN 22838FD 1706DATD251B62C4EE0456548
Dienstag, 2. August 2011 user: DOMAIM\administrator Server [TMG-EN] modified C:\Windows\system32\MsiExec. exe Embedding
12:05:04 computer: TMG-EN CCASBEQFE 266F 38750B3CE37289F963F
Dienstag, 2. August 2011 user: DOMAIMN\administrator Reports Configuration [Reports] madified C:\Windows\system32\MsiExec. exe Embedding
11:38:14 computer: TMG-EN OE852418A545CD2505A30E918149DES4
Dienstag, 2. August 2011 user: DOMAIM\administrator Reports Configuration [Reports] madified C:\Windows'\system32\MsiExec. exe Embedding
11:38:14 computer: TMG-EN OE852413A545CD2505A30E918149DES4
Dienstag, 2. August 2011 user: DOMAIM\administrator Computer Set [Remote Management Computers] modified C:WWindows'system32\MsiExec. exe -Embedding
11:38:13 computer: TMG-EN 0ES52418A545CD2505A30E915149DES4
Dienstag, 2. August 2011 user: DOMAIM\administrator Domain Mame Sets [DomainMameSets] modified C:\Windows\system32\MsiExec. exe Embedding
11:38:12 computer: TMG-EN 0EB52418A545C02505A30E918149DE54
Dienstag, 2. August 2011 user: DOMAIM\administrator Computer Set [Managed Server Computers] Address Range [TMG-EN] added C:\Windows\system32\MsiExec. exe Embedding
113811 computer: TMG-EN OE852418A545CD2505A30E918149DES4
Dienstag, 2. August 2011 user: DOMAIM\administrator Computer Set [Array Servers] modified C:\Windows'\system32\MsiExec. exe Embedding
11:38:10 computer: TMG-EN OE852418A545CD2505A30E918149DES4
Dienstag, 2. August 2011 user: DOMAIM\administrator Web Filter [User Override Web Filter] added C:\Windows\system32\MsiExec. exe Embedding
11:38:08 computer: TMGEN OEB52413A545CD2505A30E918149DE54
Dienstag, 2. August 2011 user: DOMAIM\administrator Metwork [Internal] modified C:\Windows\system32\MsiExec. exe Embedding
11:38:03 computer: TMG-EN 0EB52418A545C02505A30E918149DE54

Figure 8: Forefront TMG Change tracking extracted from the TMG Data Packager

The TMG Data Packager also collects log information about the Webproxy and
Firewall Service of Forefront TMG.



Ti
G\‘ )v| - Computer = Local Disk (C:) = temp - Tmglogs

- l@] I Search Tmglogs

Organize ijpen -

= 5 Favorites
Bl Desktop
i Downloads

1] Recent Places

[=l [ Libraries

= 3 Documents
& Music
| Pictures
E Videos

[=1 8 Computer
£ -
&5, Local Disk (C:)

€l Network

New folder
MName ~ Date modified Type Size
24.09,201109:31 CSV File 361KB

|| Isalogs_Firewal_MSDE_201109240931

File Edit Format View Help

24.09,2011 09:31

=loi=|

+ % DVD Drive (D:) Label It

Log Time,Action,Rule,Client
24.09.2011 09:31:16,Failed,
24.09.2011 09:30:04,Failed,
24.09.2011 09:29:29,Failed,
24.09.2011 09:28:17,Failed,
24.09,.2011 09:27:43,Failed,
24.09.2011 09:26:31,Failed,
24,09, 2011 09:25:57,Failed,
24.09.2011 09:24:40,Failed,
24.09.2011 09:24:07,Failed,
24.09.2011 09:22:55,Failed,
24.09.2011 09:22:20,Failed,
24.09.2011 09:21:08,Failed,
24.09.2011 09:20:35,Failed,
24.09.2011 09:19:23,Failed,
24.09.2011 09:18:49,Failed,
24.09,.2011 09:17:38,Failed,
24.09.2011 09:17:05,Failed,
24.09.2011 09:15:59,Failed,
24.09.2011 09:15:20,Failed,
24.09.2011 09:14:08,Failed,
24.09.2011 09:13:35,Failed,
24.09.2011 09:12:23,Failed,
24.09.2011 09:11:49,Failed,
24.09.2011 09:10:37,Failed,
24.09,.2011 09:10:05,Failed,
24.09.2011 09:08:53,Failed,

K

IP,Client Agent,Destination Host IP,Destination Host

System
system
System
System
system
System
System
System
System
System
System
System
system
System
System
system
System
System
System
System
System
system
System
System
system
System

Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow
Allow

all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG To
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTP5 reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS requests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG to
HTTP/HTTPS reguests from Forefront TMG
all HTTP traffic from Forefront TMG To
HTTP/HTTPS requests from Forefront TMG

Port,Destination HOST,S «|

all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified
all networks
to specified

(for crRL di
sites,127.1
(for CRL di
sites,127.1
(for CRL o
sites,127.1
(for CRL
sites,127.1
(for CRL d
sites,127.1
(for CRL o
sites,127.1
(for crL d
sites,127.1
(for crRL d
sites,127.1
(for crRL d
sites,127.1
(for crRL d
sites,127.1
(for crRL d
sites,127.1
(for CRL di
sites,127.1
(for CRL
sites,127.1

Teal nne WehProxw MSDFE 2011092401931 Nate modified: 24.09.2011 19:31

Figure 9: Forefront TMG Data Packager — Firewall and Webproxy log

ISAlInfo

Nate rreated: 74.09.2011 N3:31

The next tool is ISAInfo. Most of you might be familiar with ISAInfo which is available
at www.isatools.org. This website is hosted by Jim Harrison. ISAInfo in ISA Server

times was a very helpful tool to collect information about your ISA Server machines.
This tool is also included in the Forefront TMG Best Practices Analyzer tool.



http://www.isatools.org/

%] Interop, WUApILb. dil 19.01.2010 11:11 Application extension 92 KB
iles (x86)

ISAInfo 19.01.2010 11:11 IScript Seript File

. " C\Windows\System32\cscript.exe

ISAInfo version 1.A.2161.25%

Running on tmg—en asz DOMAIN-Administrator
) Started Sat Sep 24 A9:31:36 UTC+A208 2811
Moz "ISAInfo

+-+—-+-+—-+—-+-+-+-+-+-+-+-+-+-+—-+—+-+-+—+—+—-+—+—+—+—+—+—+—+—t+—+—+—+—+—4+—+—+—+

—— Accessing "FPC.Root"
Connecting to configuration storage server “"TMG-EN.domain.local"
Connecting to "Containing' Array..
Exporting ISA configuration C(thisz may take some timel...
Saving C:slserssadministrator.DOMAINSDesktop~ISAIlnfo_tmg—en.xml
Reading Array Logging configuration.

Saving C:sllsepsradministrator . DOMAINDesktop~ISAInfo_tmg—en.xml

Reading additional ISA Server data...
----ééaiﬁé-6:\Users\administratur.DOHHIH\Desktup\lﬂﬂlnfﬂ_ﬁmg—en.xml

Reading ISA signaled alerts...
----ééuing C:slzerssadministrator . DOMAINSDesktop~ISAInfo_tmg—en.xml

Accessing WMI on tmg—en

Executing WMI gquery "zelect BuildNumber, BuildType, Caption, CEDUerzion. OSL
anguage , 05ProductSuite,. SerialNumber,. ServicePackMajorUersion, ServicePackMinor
Verzion, SuiteMask, SystemDevice., SystemDirectory,. TotallirtwalMemorySize,. Uersi
on. WindowsDirectory from Wind2_ OperatingSystem
- 1 itemsz were returned from the guery.

O — Saving G:nlserssadministrator.DOMAINSDesktop~ISAInfo_tmg—en.xml

e —

Figure 10: Forefron?rl'l\l/léd—' 'I§Alnf0 is collecting data

Because the tool seems not to be completely redesigned to work with Forefront TMG
you will get some error message popup boxes until the ISAInfo collection process is
running but you can ignore the messages.

ISAlnfo version 1.0.2161.25 s

**= Failed to access c:\boot.ini

Error Mumber : 80040035
Description : File not found

Do you wish to continue (Mo™ cancels)?

Hit <Ctrl=-C to copy this message to the dipboard.

Yes Mo

Figure 11: Forefront TMG ISAlInfo . Ignore warning message

ISAInfo creates two files. A log file with ISAInfo tools information and a XML file with
the entire information about your Forefront TMG Server.
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IsaInfo version 1.0.2161.25

Running on tmg-en as DOMAIN‘Administrator

started sat sep 24 09:31:36 uTC+0200 2011 7
as "ISAInfo”

09:31:36 UTC+0200
09:31:36 uTC+0200
09:31:36 UTC+0200
09:31:37 UTC+0200

] -- Accessing "FPC.RooT”

] Connecting to configuration storage server "TMG-EN.domain.local”

] connectmg to "Containing” Array..

] - Exporting IsA configuration (th'ls may take some time)...
09:32:14 UTC+0200 ] -- Saving C:\Users\administrator.DOMAIN'Desktop\ISAInfo_tmg-en.xml
09:32:15 UTC+0200 ] -- Reading Array Logg'lng configuration.

09:32:15 UTC+0200 ] -- saving C:\Usershadministrator.DOMAIN'Desktop'\ISaInfo_tmg-en.xml
09:32:15 UTC+0200 ] -- Reading additional ISa Server data...

09:32:15 UTC+0200 ]

09:32:15 uTC+0200 ]

09:32:16 UTC+0200 ]

09:32:16 UTC+0200 ]

09:32:17 uTC+0200 ]

-- Saving C:‘“WUsers‘administrator.DOMAIN'Desktop\ISAInfo_tmg-en.xml
-- Reading ISA signaled alerts.

-- saving C: \users\adm-lmstratmr DOMAINYDesktop'\IsaInfo_tmg-en. xml
-- Accessing WMI on tmg-en

09:32:17 UTC+0200 ] -- Executing WMI query "select BuildNumber, BuildType, Caption, CSDversion, OSLanguage, OSProductSuite, Serialiumber,
-- 1 items were returned from the guery.
[ 09:32:17 UTC+0200 ] -- saving C:\users‘administrator.DoMAIN'Desktop‘\IsaInfo_tmg-en.xml
[ 09:32:17 UTC+0200 ] -- Executing WMI guery "select Compressed, Filesize, FSName, Initialsize, Maximumsize, Name from win3Z_rageFile
-- 0 items were returned from the guery.
[ 09:32:17 UTC+0200 ] -- saving C: \Users\adm'lmstrator DOMAIN\Desktop\ISAIn'Fo _tmg-en. xm]
[ 09:32:18 UTC+0200 ] -- Executing wMI guery "select Description, HotFixID from win32_guickFixengineering where HotrFixID !'= "File 1"
-- 47 items were returned from the query.
[ 09:32:22 uTC+0200 ] -- saving C:\usersh\administrator.DoMAIN'Desktop‘\IsaInfo_tmg-en.xml
[ 09:32:23 UTC+0200 ] -- Executing WMI guery "select DisplayName, Description, Name, PathName, Started, StartMode, sStartMame, State from win
-- 221 items were returned from the query.
[ 09:32:34 UTC+0200 ] -- saving C:\Users{adm'im‘strator.DOMAIN\Desktop\ISAInfo_tmg—en.xrrﬂ
[ 09:32:34 UTC+0200 ] -- Executing wMI guery "select Displayname, pDescription, name, pathname, ProcessIid, sStartMmode, startName, state from w
-- 136 items were returned from the quer
[ 09:32:38 uTC+0200 ] -- saving C: \users{adm-lmstratmr DOMAIN\Desktop'\IsaInfo_tmg-en. xml
[ 09:32:39 UTC+0200 ] -- Executing WMI guery "Select CreationDate, ExecutablePath, HandleCount, KernelModeTime, Name, ParentProcessId, Prior
-- 60 items were returned from the query.
[ 09:32:42 UTC+0200 ] -- Saving C: \Users\adm'lmstrator DOMAIN'Desktop\ISAInfo_tmg-en.xml
[ 09:32:43 uTC+0200 ] -- Reading c:‘boot.ini

[ 09:32:43 UTC+0200 ] #%% rajled to access c:“boot.ini

Error Number : 800A0035
pescription : File not found
[ 09:34:04 UTC+0200 ] -- Executing WMI guery "select BootupState, CurrentTimeZone, Description, Domain, DomainRole, Manufacturer, Model, Numl

-- 1 items were returned from the guery.
[ 09:34:04 uUTC+0200 ] -- savmg c: \users\adm-lmstratmr DOMAIN'Desktop'\ISAInfo_tmg-en. xml
[ 09:34:04 UTC+0207 7 Fina wMT auerv "select Availahilitwv. canabilitvnescrintions. cantion. Nescrintion. nNeviceTn. TnterfaceTvne. | a:

Figure 12: Forefront TMG — ISAInfo log file

ISATRACE

The next tool is ISATRACE. Beginnig with ISA Server 2004 SP2 (if | remember
correctly), Microsoft started to collect advanced ISA information in a .bin file on the
local file system (ISALOG.BIN). The Forefront TMG Best Practices Analyzer contains
a GUI tool which you can use to customize the amount of information which should
be logged. You can find the tool in the directory named Tracing under the installation
directory of the TMG BPA.

The tool allows you to select if you want to collect information for the several
Forefront TMG components like Firewall service, Webproxy service, Firewall Control
Channel (client), User Interface and many more. It is also possible to change the
default directory for the log file and the size of the ISATRACE file.
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Figure 13: Forefront TMG — “ISA” Release Bits tracking

TMGBPAPack

The TMGBPAPack is also part of the Forefront TMG Best Practices Analyzer. Itis a
command line tool very similar to the TMG Data Packager with some exceptions (the
only difference I’'m aware of is that this tool also collects network traffic with the help
of Microsoft Netmon 3.3). If you enable the Repro Mode all network traffic will be
captured into Netmon trace files.
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Figure 14: Forefront TMG BPA Pack is collecting informations

If the Microsoft Network Monitor is not installed, the TMGBPAPack installs Microsoft
Netmon 3.3 (the latest available version of Netmon on the Internet is 3.4).

After you stopped the Netmon trace, the TMGDATAPack creates a single .cab file on
the Desktop which you can extract to the local file system and there you will find one
additional directory called NetworkCaptures which contains the Netmon Capture files.

MNetworkCaptures

g'\. y= + Computer = Local Disk (C:) = temp = MetworkCaptures

Organize *  Indudeinlbrary +  Share with +  New folder

- Favarites MName Date modified Type Size
B Desktop |B| TRUST_20110924095332 24.09.201109:56 Metwork Monitor Ca... 20 KB
# Downloads |®| UNTRIUST_20110924095332 24,09,2011 09:56 Metwork Monitor Ca... 20 KB

-l Recent Places

Figure 15: Forefront TMG BPA Pack — collected Netmon traces

You can now use the installed version of the Microsoft Network Monitor to analyze
the Netmon capture files as shown in the following screenshot.
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5 1.840820 10.80.18.73 10.80.18.1 ARP ARP:Request, 10.80.18.73 asks for 10.80.18.1
& 2.230468 192.9.200.28 192.9.200.240  ARP ARP:Request, 192.9.200.28 asks for 192.9.200.240
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16 7.002529 {UDP:4, IPv4:3}  192.9,200.28 192.9.200.255  Nbths NbtMs:Query Request for DOMAIN  <0x1C > Domain -
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Figure 16: Microsoft Netmon 3.3 trace of Forefront TMG traffic on the internal network interface

Conclusion

In this article | tried to show you how to use several helpful tools of Forefront TMG
and the TMG Best Practice Analyser to collect advanced information about the
Forefront TMG configuration and the log files generated from Forefront TMG or the
underlying Windows operating system. You can use this information for
documentation purposes or to analyse problems with the TMG configuration. The

created data is also helpful for Microsoft if you open a case with the Microsoft product

support.
Related links

Forefront TMG BPA Download
http://www.microsoft.com/download/en/details.aspx?id=17730

Forefront TMG Best Practices Analyzer
http://www.isaserver.org/tutorials/Microsoft-Forefront-TMG-Best-Practice-
Analyzer.html

New Options on TMG Data Packager
http://blogs.technet.com/b/yuridiogenes/archive/2010/03/07/new-options-on-tmg-
data-packager.aspx

Using TMG BPA Data Packager to Troubleshoot Exchange / Lync / Sharepoint
connectivity
http://blogs.technet.com/b/brennan-crowe/archive/2011/03/02/using-tmg-data-
packager-to-troubleshoot-exchange-web-lync-web-and-sharepoint-connectivity.aspx
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