IPSEC Certificate via Webinterface in Windows Server 2008

CA Console
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Directory Service Email Replication
Client Authentication, Server Authenticatio. ..

File Recovery
Encrypting File System
Client Authentication, Server Authentication

Select one Cerificate Template to enable on this Certification Authority.

Note: If a certificate template that was recently created does not appear on this list, you may need to wait until
infarmation about this template has been replicated to all domain controllers.

All of the cerfficate templates in the organization may not be available to your CA.

For more information, see Cerdificate Template Concepts.
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You can reguest the following types of certificates. Select the certificates you want to request, and then didk Enrall.

Y
[~ Domain Controller A1) STATUS: Available Details () _I
[~ Domain Controller Authentication j{,ﬂ STATUS: Available Details i)
[+ IPSec j{,ﬂ STATUS: Available Details &)
The following options describe the uses and validity period that apply to this type of certificate:
Key usage: Digital signature
Key encipherment
Application polices: 1P security IKE intermediate
Validity period (days): 730
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| Request Handing | Coptography | Subject Name | Server |
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Request Certificates

‘fou can request the following types of certificates. Select the certificates you want to request, and then dick Enroll,

Active Directory Enrolin Policy

[~ Administrator 1) STATUS: Available Details (%)

[ Basic EFs 1 STATUS: Available Details(¥)

[EFS Recovery Agent 1 STATUS: Available Details(¥)

[~ User 1) STATUS: Available Details(¥)
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Fazit: IPSEC Certificates sind fuer den Computer. Wenn ueber das Webinterface darauf zugegriffen
wird, erfolgt das immer im Benutzerkontext!



