Windows Server 8 (20127?) DirectAccess

Remote Access Rolle installieren
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Remote Access Assistent kann ueber den Server Manager Wizard gestartet werden
oder ueber die Remote Access Konsole

4 Tasks

General ~

[ DASHEOARD
Manage a Remote Server

M OPERATIONS STATUS
Reload Configuration

REMOTE CLIENT STATUS )
= i Configure Remote Access VPN ~

{5 REPORTING
Directiccess & VPN settings have not yet been configured. Select one of the wizard options. Open RRAS Management

Learn About ~

§ WINS-Member % Run the Getting Started Wizard

Learn About Remote Access
Use this wizard to configure Directiccess and WPN guickly, with default recommended settings.

< Run the Remote Access Sefup Wizard

Use this wizard to configure Directaccess and VPN with custom settings.

The Getting Starked Wizard anly appears the first time wou run the Rermote Access Management
@ console, After running this wizard, click the Configuration node to edit Direct®ccess and VPN
settings using the Remaote Access Setup Vizard,

Getting Started Assistent

YWelcome to Remote Access
Use the options on this page to configure DirectAccess and WPH.

< Deploy both DirectAccess and VPN (recommended)

Configure DirectAccess and YPM on the server, and enable Directfccess client computers, Allow
remote client computers not supported for Directfccess to connect over VPN,

< Deploy DirectAccess only

Configure DirectAccess on the server, and enable Directfccess client computers,

< Deploy VPN only
Configure VPN using the Routing and Remote Access conscle. Remote client computers can
connect over VPM, and multiple sites can be connected using YPN site-to-site connections, VPN
can be used by clients not supported for DirectAccess,




Select the network topology of the sercer,
(%) Edge
() Behind an edge dewice fnith tuwo network adapters)

() Behind an edge device {with a single network adapter)

In this topology, the Rermote Access server is deployed at the edge of the internal corporate netwark
and is configured with two adapters, One adapter is connected to the internal network, The other is
connected to the Internet.

Type the public narme or IPwd address used by clients to connect to the Rernote Access

DA MAMD O SE,DE

« Back H Mext » || Finish || Cancel

DirectAccess GPO Einstellungen anpassen.

Gruppe Domaenen Computer austauschen gegen DA-Gruppe und WMI Filter
entfernen




Metnwark Connectivity Assistant

Select one or more security groups containing client computers that will be enabled for Directfecess,

82, DA-Clients (iINS\DA-Clients)

[] Enable Directiccess for mobile cornputers anly

Add...

Rernowe

With this setting enabled, all mobile computers inthe specified security groups will be enabled as

Directdccess clients,

< Back || Mext = || Finish || Cancel

DA Assistent laeuft durch

@ Lezs details

The configuration was applied successfully with warnings.

Retrieving server GPO details. .
Clearing existing stale configuration settings. This might take a few minutes.
Checking the specified adapters...

To deploy a network, load balanced cluster or multizite deployment, obtain g |
B Searching for a network location server certificate. .
) Checking the specified adapters...
i I Checking for a native [PvE deployment. .
B Verifving the IP-HTTPS certificate...
: | Generating a zelf-zsigned IP-HTTPS certificate on server 'wWINS-Member. win
: I Retrieving intermal network, DMS zettings...
: I Werifying the GPO to write settings...
) Creating the GPO. Linking the GPO ta the domain. ..
B Checking for a client GPO ta wite settings...

m | |>]




Fertig. Der bekannte Assistent

>
Tasks
General -~
[ DASHBOARD
Manage a Remote Server
= OPERATIONS STATUS } .
Remove Configuration Settings
REMOTE CLIENT STATUS
= Step 3 Add an Application Server
REPORTING
ﬂ Infrastructure Wiew Configuration Summary
E Servers Refresh Management Servers
Reload Configuration
Identify infrastructure
servers accessed by VPN =
—| Directfccess clients before
St 2 connecting to internal Open RRAS Management
ep resources, Enable VBN
Eemote Access Enable Site-to-Site VPN
D Server Learn more.., Multisite Deployment A
Define configuration and Internal Ste 4 Enable Multisite
Internet network settings for the Network P Load Balanced Cluster -~
Remote Access server, -
Application Enable Load Balancing
@ Servers Leam About ~
|dentify internal application Learn About Remote Access
Learn more.., L
servers requiting
L—| end-to-end authentication
with Directfccess clients.
[<] m B

Select one or more security groups containing client computers thatwill be enabled for Direct&ccess,

92, DA-Clients (WINBDA-Clients) Add...

Bemowe

Metwork Connectivity &ssistant

[] Enable Directfccess for mobile computers only

With this setting enabled, all mobile computers in the specified security groups will be enabled as
Directfocess clients,

[] Use force tunneling

Directfocess clients connect to the internal network and to the Internet wia the Remote Access server,

= Back || Hext = || Finish || Cancel




Sehr cool: Wenn man das Kontrollkaestchen fuer Mobile Computer setzt, wird ein
WMI Filter fuer die DirectAccess Client Policy gesetzt

Deployment Scenatio

The Metwork Connectivity Assistant (MCA) runs on Directfocess client computers to provide

Select Groups
Directheccess connectivity information, diagnostics, and rernediation support,

Resources thatvalidate connectivity o internal netaark:

Resource |Type Type

-

Helpdesk email address: | |

Directdccess connection name: |Wc-rkp|ace Conhection |

[ &dlow Directiiccess clients to use local narme resolution

< Back || Mext = || Finish || Cancel

I k To
MNetivark Adapters
Authertication ® Edge

() Behind an edge device {with two network adapters)

Select the network topology of the server,

() Behind an edge device {with a single netwark adapter)

In this topology, the Remote Access server is deployed at the edge of the internal corporate netwark
and is configured with two adapters, One adapter is connected to the internal network, The other is
connected to the Internet,

Type the public name or [Pwd address used by clients to connect to the Remote &ccess

daswindowsS.de|

< Back || Mext = || Finish || Cancel




Self signed Certificates

MNetwark Topology

Select the network adanters on the Remote Access server,

Authentication Adapter connected to the external network: Adapter connected to the internal network:
WA |~| | Details.. LAN |~|| Details..
212,212,220 2002:d4dd:d402:33331

Select the certificate used to authenticate IP-HTTPS connections:
[W] Use a self-signed certificate created automatically by Directfccess

[Ch=dawindaws8.de || Browse..

@ Transition techholagies are enabled for IPwd support,

< Back || Mext = || Finish || Cancel

Werden per GPO verteilt (siehe spaeter)

Metwark Topology Specify how Directdccess clients authenticate, If computer certificates are not used for

authentication, Directiccess acts as a Kerberos proxy on behalf of the client. Enable support for
Windows 7 clients and Metwork Access Protection (MAP) compliance.

User Authentication
® Active Directory credentials {username/password)

(O Two-factor authentication (smart card or one-time password (OTP))
[] Use OTP

[] Use computer certificates
Select the root or intermediate certification authority (C4) that issues the certificates,
[] Use an interrmediate certificate

| | | Brourse,.,
[[] Enable Windows 7 client cormputers to connect via Directfccess
[[] Enforce corporate compliance for Directfccess clients with NAP
| < Back || Mext » || Finish || Cancel

Windows 7 Clients werden erstmal ausgesperrt



NLS Server auf dem DA Server selbst ©

Specify settings for the network location server, used to deterrine the location of Directdccess
DNS client cornputers, & client computer connecting successfully to the site is assumed to be on the

DNS Suffix Search List internal network, and DirectfAccess is not used.

Management () The netwark location server is deployed on a remote web server (recommended)
Type in the URL of the network location seper

| || validate
® The network location server is deployed on the Remote Access server

Select the certificate used to authenticate the network location server:

[] Use a self-signed certificate

|CN:winB—member.winB.sewer | | Browsse...

inside the internal network, and inaccessible to Directéccess clients located on the

@ The network location server rust be highly available to DirectBccess client computers
Internet, Clients must be able to contact the CRL for the site,

< Back || Mext = || Finish ” Cancel

Metwark Location Server Enter DMS suffixes and internal DMS servers, Directéccess client queries that match a suffix use

the specified DNS server for name resolution, Mame suffizes that do not have corresponding
DMS servers are treated as exemptions, and DNS settings on client cornputers are used for name
resolution,

DMNS Suffix Search List

Management

Mame Suffix DME Server Address

winB-memberwindsercer

Select a local name resolution option:

() Use local name resolution if the name does not exist in DNS {most restrictive)

® Use local name resolution if the name does not exist in DNS or DMS servers are
unreachable when the client computer is on a private network (recommended)

() Use local name resolution for any kind of DMS resolution error (least restrictive)

% Back || Mext = || Firnish || Cancel




Add additional suffizes to search for short unqualified narme in multiple locations, If 2 query fails fora
suffix, the other suffixes are appended to the name and the DMS query is repeated for the alternate FQDM,

Management [v] Configure Directhocess clients with DM client suffix search list

Detected domain suffizes: Daomain suffizes to use:

<Primary DMS suffix of clients

uwinB.server

Mewy Suffix: | | | ndd |

@ The pritmary domain DM suffix appears first in the list,

< Back || Mext > || Finish || Cancel

Metwork Lacation Server Specify management servers used for Directfccess client management. For example update and

DME remediation servers,

DMS Suffix Search List Management servers:

Management Servers (IP Address, [PwB Prefiz, FQDMN)

-

< Back || Mext = || Finish || Cancel




Erweiterte Tasks

Enable Multisite klingt spannend. Das war ja bei Forefront UAG DA ein Lebenswerk
(zumindest It. Doku, eingerichtet habe ich das noch nicht ®)

Tasks

General
Manage a Remote Server
Remove Configuration Settings
Add an Application Server
View Configuraticn Summary
Refresh Management Servers
Reload Configuration

VPN
Open RRAS Management
Enable VPN
Enable Site-to-Site VPN

Multisite Deployment
Enable Multisite

Load Balanced Cluster
Enable Load Balancing

Learmn About

Learn About Remote Access

Dashboard

i

<
{f} CONFIGURATION

Remote Access Dashboard

ih Server Status

= OPERATIONS STATUS
B REMOTE CLIENT STATUS

i REPORTING

Remote Access Management Console

2 Operations Status

'@' WINE-Member.win8.server

E WINE-Member

'E:'" Directhccess

@ sto4

@ ons

& DNss4

‘G:" Domain controller
& 1p-HTTRS

‘C:" IPsec

‘C:" Kerberos

@ Management servers
@ naTos

‘@' Metwork adapters
f)' Network location server
‘o' Network security

‘@' Services

“» Operstions Status page

(*' Remote Client Status

Total active clients:

Total active DirectAccess clients:
Total active VPN clients:

Total cumulative connections:

“» Remote Client Status page

o o oo

~ & Configuration Status

~ CI 08.04.2012 18:12:47

The configuration was distributed successfully,

Total transferred data:
Maximum client connections: 1

Tatal active unigue users: 0

19,59 KB in/39,88 KB out

- | @

’ Tasks

Monitaring ~
Refresh
Caonfigure Refresh Interval
Start Tracing
Generate Usage Report
Leamn About ~

Learn About Remote Access



Operations Status

{f} cONFIGURATION

B DASHEOARD Operations Status

=it OPERATIONS STATUS

8 REMOTE CLIENT STATUS

= Operations Status

Name Status
3§ REPORTING WINS-Memb: Working
0 DirectAccess ~ Warking
9 et e
@ ons Warking
@ onses Warking
o Domain controller Waorking
@ Ip-HTTRS Warking
o IPsec Warking
o Kerberos Waorking
o Management servers Waorking
@ naTs4 Warking
o Network adapters Warking
0 Network location server Waorking
o Netwark security Waorking
0 Services Waorking

=M Details

Remote Client Status

Since Operations State

7 minutes, 59 seco...
1 hours, 07 minute...
1 hours, 06 minute...
1 hours, 07 minute...
1 heurs, 07 minute...
1 hours, 06 minute...
1 hours, 07 minute...
1 heurs, 06 minute...
7 minutes, 59 seco...
1 hours, 07 minute...
1 hours, 07 minute...
1 heurs, 06 minute...
1 heurs, 07 minute...

1 hours, 06 minute...

| WIN8-Member.win8.server is warking properly

Tasks

Monitaring ~

Refrash

Configure Refresh Interval
Open Event Viewer

View Performance Counters

Disable Connectivity Check (PING)

Learn About ~

Learn About Remote Access

<
{ft CONFIGURATION .
B DASHEOARD Remote Access Clients Status
M OPERATIONS STATUS Connected Clients
15 REPORTING
Search pe) D Search A - i~
User Name Host Name ISP Address  Protocol/Tunnel Duration

Access Details ©

Connection Details

Protocol  Port  IP Address
6 88 fdef:d98:402c:7777:a50:1014

Connect Using
Access Status

Total Bytes In 20352
Total Bytes Qut 42768
Connection start

DirectAccess
User mode/Full access

08.04.2012 18:20:55

Authentication Machine Kerberos & User Kerberos
ISP Address =
<| "

| >

>

Tasks
Monitoring ~
Refrash
Configure Refresh Interval
Disconnect VPN Clients
Leam About El

Learn About Remote Access




Reporting

[f} CONFIGURATION
B DASHBOARD
5 OPERATIONS STATUS

B8 REMOTE CLIENT STATUS

Remote Access Reporting

Configure settings for Remote Access accounting.

Select Accounting Method
[ Use RADIUS accounting
Selact this setting to store logs and generate reports using a local or remote RADIUS server,

Use inbox accounting
Select this setting to store logs using the Windows Internal Database (WID) and generate
reports on this server,

-~ Configure Accounting Settings

Accounting method: I

12648448 bytes
4287318348 bytes

Store accounting logs for last

[ Used space:
" Free space:

12ZMB
4084 MB

Manage Accounting
(O Delete all accounting logs

@ Delete accounting logs for specified period

From: 08042012 55

Accounting wird eingerichtet

Applying GPOz on

@ Less details

the Remate Access servers..

[= o Initializing operations by
o Backing up GPO=

Opening the zerve

Wwiting settings to

=] @ Updating accounting settings
i Retrieving server GPO details...

Enabling inbox accounting with store size 12m...
Checking for edit permissions on the server GPOs...
R etrieving information for servers on which GPOs are applied...

efore applying configuration

1 GPO...

the server GPOs..

4 Tasks

Reporting ~
Configure Accounting

Learn About ~

Learn About Remote Access




it CONFIGURATION

B DASHEOARD

= OPERATIONS STATUS
B REMOTE CLIENT STATUS

EPORTING

Remote Access Reporting

Startdate: | 08042012 [5 Enddote: [08.04.2012 5] Generste Report

Usage Report

()

' hd )

ISP Address  Protocol/Tunnel  Duration

Search Fel D Search

User Name Host Name

WINS\Administrator WINE

Access Details © ‘ Connection Details O]
Connect Using  DirectAccess
Protocol Port [P Address Access Status User mode/Full access

Total Bytes In 0
Total Bytes Out 0
Connection start  08.04.2012 18:32:28
Authentication Machine Kerberos & User Kerberos
ISP Address =

< [ I>]

’ Tasks

Reporting

Canfigure Accounting

Learn About

@

Server Load Statistics

Learn About Remote Access




Configuration Summary

% Remote Clients

e Directhccess client access and remote management is enabled
e Directhccess security groups:

92, WiNg\DA-Clients

# Force tunneling is disabled

= Resource used to verify internal network connectivity:
HTTR:http://directaccess-WebProbeHostwing.server

# Directiccess connection name: Workplace Connection

: Remote Access Server

Directiccess Configuration

Public name or address to which clients connect: da.windows8.de

Metwork adapter connected to the external network: WAN,

Metwork adapter connected to the internal network: LAN.

Internal network subnets: 2002:d4d4:d40a:1:/64

Directiccess clients authenticate using the Directfccess server as a Kerberos proxy
IP-HTTPS certificate:

CN=dawindows8.de

#+ Two-factor authentication is not enabled

E Infrastructure Servers

s Metwork location server cerfificate:
CM=wing-member.wind.server
® DNS suffixes used by clients to determine DMNS gueries to be directed to internal DNS servers:

IName Suffix IDNS Server Address
wing.server 2002:d4d4:d40a:3333:1

|win8—mem ber.wing.server

» | oral name resolutinn ontion:

Savetoafie | Prnt




DA Group Policy fuer Clients

Self Signed Cert wird verteilt als RootCA Certificate

1= Group Policy Management = | O
|5, File Action View Window Help -8
g
(2 Group Policy Management DirectAccess Client Settings
A _ﬁ Forest: win8.server o | Detais ‘ Settings |De¢egat|or| |
4 |54 Demains
4 F3 wind.server [WINBDC.wind.server] DirectAccess Client Settings -~
=] Default Domain Policy Data collected on: 08.04.2012 18:20:06 show all
= DirectAccess Client Settings Computer Configuration (Enabled) hide:
p 2] Domain Controllers 5 B
i[5 Group Pelicy Objects Wa Seftings bide
b [ WMI Filters Security Settings hide
p [ Starter GPOs Public Key Policies/Trusted Root Certification Authorities hide:
I [ Sites [WINEDCwing.server] Certificates hide
sei Group Policy Modeling iratii
2 Group Policy Results lssued To Issued By Expiration Date Intended Purposes
da.windows8 de dawindows8.de 08.04.201719:22:24 Server Authentication
For additional information about individual settings. launch the Local Group Policy Object Editor,
Windows Firewall with Advanced Security show
Name Resolution Policy show
Administrative Templates show
User Configuration (Disabled) hide
Mo settings defined.
Da macht man(n) es sich einfach. Revocation Checking wird deaktiviert
Administrative Templates hide
Policy definttions (A0 MX files) retrieved from the local computer.
Network/Direct Access Client Experience Settings show
Networkc/DN5 Client show
Networkc/Network Connectivity Status Indicator show
Network/TCPIP Settings/IPv6 Transition Technologies show
System/Kerberos hide
Policy Setting Comment
Disable revocation checking for the S5L Enabled

certficate of KDC proxy servers
Specify KDC proxy servers for Kerberos clients  Enabled

Define KDC proxy servers settings:

-

Synitac:

<https da windows8 de /=

Enter the DNS suffic name as the Value Name.

DNS suffic name allows three formats with decreasing preference order:
Full Match: host.contoso.com

Suffee Match: contoso.com

Defautt Match: =

Enter the proy server names as the Value.
The proxy server names must be enclosed with tags <https />

To add multiple proxy server names, separate entries with a space or comma ",

Example:

Walue Mame: contoso com
Walue: <https prosey 1 .contoso.com prosgy2 contoso .com /=

Another Example:

Walue Name: *

Value: <hitps proxy.contoso.com /=



DirectAccess Group Policy fuer DA Server

E Group Policy Management
Z File Action View Window Help
L < 7|
(& Group Policy Management DirectAccess Server Settings
4 ﬂ F?rest: W\?B‘SENEI ‘ Scope I De'lai\sl Settings |Delegaﬂun |
4 |5 Domains
4 F3 wind.server [WINBDC win8.server] DirectAccess Server Settings
,.: Default Domain Pelicy Data collected on: 08.04.2012 18:20.03 show all
x| DirectAccess Client Settings Computer Configuration (Enabled) hide
I+ 2| Domain Controllers _
Windows Sett hi
p [ 5t Group Policy Objects ! — —
b [ WMIFilters Security Settings hide
[ 3 Starter GPOs Windows Firewall with Advanced Security hide:
I [ (g Sites [WINEDC.wing.server] Global Settings e
st Group Policy Modeling
- Inbound Rules show
) Group Policy Results
Connection Security Settings hide
Rules show
First Authentication show
Second Authentication show
Key Exchange (Main Mode) show
Data Protection (Quick Mode) show
Administrative Templates show
User Configuration (Disabled) hide
Mo settings defined

DA Connectivity am Client testen

=X Administrator: C\Windows\system32\cmd.exe E‘M

sMindowsssystem32>ping win8dec.wind.sevrver

inging winBdc .winB.sevrver [fdef :d?8:482c:=7777

fdef:d?8:402c = 7777: 1abB:10814:
fdef:d98:482c:7?777::abB:1814:
fdef:d98:482c:7?777::abB:1814:
fdef:d98:402c:7/77::a50:1814:

ing statistics for fdef:d98:482c:=V777::a50:1014:
Packets: Sent = 4. Received = 4, Lost B (@

pproximate round trip times in milli—seconds:
Minimum = 1msz,. Maximum = 1mz. Average = 1ms

Windows Firewall Einstellungen

& Windows Firewall I=NHE X

@ S [ » Control Panel » All Control Panel ltems + Windows Firewall ~ [ 42 [} Search Control Panel o

L Help protect your PC with Windows Firewall
Windows Firewall can help prevent hackers or malicious software frem gaining access to your PC

Allow an app or feature through the Internet or a network,

through Windows Firewall

IEI_'!I Change notification settings For your security, some settings are managed by your system administrator.

'E‘_.g' Turn Windows Firewall on or

) T . _a-' Domain networks Not Connected (v
Ifyl Restore defaults -
@ Advanced settings . _@' Private networks Not Connected (v
Troubleshoot my network -
Y . a-' Guest or public networks Connected (4
& Windows Firewall with Advanced Security
File Action View Help

TYE

W Windows Firewall with Advance e vae et i 1 Actions
Inbound Rules r. - (- ..~ . -~ .~ . -~~~/ 1 . -

g Outbound Rules 4| Connection Security Rules
Require inbound and ... /| 5 New Rule...
N
N

MName Enabled Endpoint 1 Endpoint 2 Authentication mode

&3 DirectAccess Policy-ClientToCorpSimplif.. Yes Any

:-; Connection Security Rules
DirectAccess Policy-ClientToDNSB4MNATE... Yes Any

Do not authenticate

- B2, Monitoring ' 7 Filter by Profile
< DirectAccess Policy-ClientToNlzExempt Yes 2002:ddd4:...  fdef:d98:40.. Do not authenticate
~ 7 Filter by State
See also
Action C View
Network Refresh

. Export List...

Help




Troubleshooting jetzt mit Powershell statt NETSH

= Administrator: CAWindows\system32\cmd.exe - netsh Elﬂlél

icrosoft Windows [Uerszion 6.2_825@1
Cc> 2012 Microsoft Corporation. All rights reserved.

sMindowsssystem3d2 *netsh

etzsh>int
In future versions of Windows. Microsoft might remove the Metsh functionality fo
i TCP-IP.

If you currently use netsh interface to configure and manage TCP-/IP. Microsoft »
ecommends that you transition to Windows PowerShell. To view a list of PowerShel
1 commands for TCPAIP management, tuype Get—Command —Module MetTCPIP at the UWindo
4z PowerShell prompt. Additional information about Windows PowerShell commands f
or TCP/IP is availabhle at http:s/sgo.microsoft.comsfwlink/?7LinkId=217627

etsh interfacel_

Powershell

‘3 Administrator: Windows PowerShell ISE o | Bl S
File Edit WView Tools Debug Add-ons Help

Script ¥ Commands X X

LocalPortStart ——
LocalPortEnd = Modules: |A| V||REﬁﬂﬂ‘
RemotePortstart [
RemotePortEnd Name:
DestinationPrefix :

A #

Add-AppxPackage

Add-AppxProvisionedPack
P5 C:\Usersh\administrator> Get-NetTeredoConfiguration Add-BCDataCacheExtensic

Add-BitLockerKeyProtecto
Description : Teredo Configuration %:wE:r £
Type - Default Add-Computer
serverName : teredo.ipve.microsoft.com. Add-Content
RefreshIntervalSeconds : 30 Add-DnsClientMrptRule
ClientPort : 0 Add-DtoClusterTMMappin
ServervirtualIP : 0.0.0.0 Add-EnrolimentPalicySena
DefaultQualified : False Add-Histary
ServerShunt : False Add-InitiatorldTobasking?

Add-JobTrigger -

A FAdrTm bl

] I 3

P5 C:\Users'administrator>

Cgmple‘ted Ln72 Col 28 100%



DA Konfiguration entfernen

B DASHBOARD
=/ OPERATIONS STATUS
M REMOTE CLIENT STATUS

5 REPORTING

() Less details

Finalizing the removal of Remaote Access settings... This might take a few

minutes.

W Retrieving server GPO detalls...

| Opening the server GPO ..

) Checking for edit permissions on the server GPOs.

| Opening the client GPOs...

J Checking for edit pemmissions on the client GPOs.

| Urregistering the DMNS entry used to check client connechivity...
| Unregistering the web probe in DNS ..

) Clearing setlings from the client GPO

) Deleting GPO winB. server\Directbcoess Client Settings...

| Clearing settings from the application server GPO

| Clearing settings fram the server GPO...
I Deleting GPO wing. server\Diectdccess Server Settings.

| Uninztalling Remote Access on server WINB-MEMBER. wing.server...

application

entication
b3 clients,

4 Tasks

General ~

Manage a Remote Server
Remove Canfiguration Settings
Add an Application Server
View Configuration Summary
Refresh Management Servers
Reload Configuration

VPN ~

Open RRAS Management
Enable VPN
Enable Site-to-Site VPN

Multisite Deployment ~

Enable Multisite

Load Balanced Cluster ~

Enable Load Balancing

Learn About -~

Learn About Remote Access



