
ISA BPA 7 - Installation und Ueberblick 

Neuerungen (http://blogs.technet.com/isablog/archive/2009/05/06/announcing-the-

availability-of-isa-tmg-best-practices-analyzer-version-7.aspx) 

 

  New Checks – We have added 15 new IsaBPA rules, and are collecting almost all 
ISA/TMG properties as well as environmental properties (all in all we collect around 
1500 settings). These settings are compared against ~235 rules. The focus on this 
release was targeting Configuration Storage Server and Active Directory 
authentication issues. This new suite joins Hardware, OS, Authentication, OWA, SSL 
Certificates; Site-to-site VPN with IPsec, WPLB, logging, NLB related issues and 3rd 
party software suites that were introduced in previous versions of IsaBPA. 

  Enhanced IsaBPA viewer - We have enhanced the IsaBPA configuration viewer, so it is 
now possible for Microsoft support engineers and the technically savvy ISA/TMG 
engineer to view the server configuration from the BPA report itself.  

  New IDP scenarios – The ISA Data Packager was enhanced to gather both IAG data as 
well as the ISA/TMG Firewall Client data. We also support data collection from 
Forefront TMG Medium Business Edition and above, and collect Configuration 
Change Tracking data. 

  BPA2Visio enhancement – The BPA2Visio visualization tool now includes BPA 
warnings and errors on the pictorial representation of the deployment in question, 
next to the violating links. Each node in the diagram contains now more data. 

  More documentation – The IsaBPA help file has been augmented to over 130 pages. 
You can easily find information about how to operate IsaBPA, information about 
specific checks, and how to fix issues that IsaBPA has detected. 

  Bug fixes – We fixed several bugs and issues that were discovered in previous versions. 
 

Installation 

 

http://technet.microsoft.com/en-us/forefront/edgesecurity/bb687299.aspx
https://blogs.technet.com/isablog/archive/2008/09/16/announcing-forefront-threat-management-gateway-medium-business-edition.aspx


Lizenbestimmungen akzeptieren 
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Customer Experience Programm 

 

Feuer frei 

Installation erfolgreich und starten 

 

 

 

 

 



 

Pruefen auf Updates 
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Schauen wir uns das Ergebnis mal an: 

na ja, ist halt eine virtuelle Testmaschine :-( 

 

BPA2VISIO .. 

braucht weiterhin auf dem TMG ein Visio, oder besser wegen der reduzierten 

Angriffsflaeche, ein Visio auf einer Arbeitsmaschine 

 

 

 

 

 

 



Anzeige des Reports in Visio (BPA2VISIO) 

 

 

 

 

 



Nicht schoen, aber selten 

 

Imortieren von fertigen Reports 

 

 

 

 

 

 



ISA Server Data Packager 

 

Summary 
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Daten sammeln 

 

 

 


